**Domain 7 links:**

* <https://en.wikipedia.org/wiki/Business_continuity_planning>
* <https://en.wikipedia.org/wiki/Disaster_recovery>
* <https://www.fema.gov/media-library-data/5c4896dd74fd2b18bc900e60935debe9/COOP_Planning_Template.pdf>
* <https://en.wikipedia.org/wiki/Disaster_recovery_plan>
* <https://en.wikipedia.org/wiki/Mean_time_between_failures>
* <https://en.wikipedia.org/wiki/Mean_time_to_repair>
* <https://en.wikipedia.org/wiki/RAID>
* <https://en.wikipedia.org/wiki/Principle_of_least_privilege>
* <https://en.wikipedia.org/wiki/Access_control>
* <https://en.wikipedia.org/wiki/Digital_forensics>
* <https://en.wikipedia.org/wiki/Computer_security_incident_management>
* <https://en.wikipedia.org/wiki/Incident_management>
* <https://en.wikipedia.org/wiki/Intrusion_detection_system>
* <https://en.wikipedia.org/wiki/Security_information_and_event_management>
* <https://en.wikipedia.org/wiki/Honeypot_(computing)>
* <https://en.wikipedia.org/wiki/Change_management>
* <https://en.wikipedia.org/wiki/Zero-day_(computing)>
* <https://en.wikipedia.org/wiki/Stuxnet>
* <https://en.wikipedia.org/wiki/Backup>
* <https://en.wikipedia.org/wiki/Ransomware>
* <https://en.wikipedia.org/wiki/Recovery_time_objective>
* <https://en.wikipedia.org/wiki/Backup_site>
* <https://en.wikipedia.org/wiki/Crisis_management>
* <https://en.wikipedia.org/wiki/Emergency_operations_center>
* <https://en.wikipedia.org/wiki/ISO_22301>
* <http://www.iso27001security.com/html/27031.html>
* <https://www.thebci.org/>
* <https://nws.weather.gov/nthmp/Minutes/oct-nov07/post-disaster_recovery_planning_forum_uo-csc-2.pdf>
* <https://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-34r1.pdf>